
SECURITY ADVISORY: Phishing Attempts Posing as UP Officials 
Nov. 20, 2020 
 
 
To UP Users: 
 
Please be informed that there have been reports of phishing attempts through emails posing as University 
officials. Please do NOT reply to these emails. 
 
Kindly also be reminded NOT to click on ANY URL from UNSOLICITED email, even from trusted sources. 
We strongly encourage you to be extra vigilant when accessing websites or corresponding through email, 
social media, and other online platforms.  
  
If you encounter suspicious websites, emails, and posts on social media sites, please immediately inform 
your CU ICT Support. You may find their respective email addresses at https://ictsupport.up.edu.ph/.  
 
For your kind information and guidance. 
  
Please be safe always. 
 
 

https://ictsupport.up.edu.ph/

